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Abstract: This contribution proposes the evaluation on key issue 5.
1. Discussion
[bookmark: OLE_LINK3]Evaluation of all solutions addressing key issue 5 in the TR is as following:
[bookmark: OLE_LINK2]Solution 5 updated in S2-2003798 captures the solution addressing key issue 5 from the (original) solution #6, #7. It was discussed during the pre-meeting call and there is a consensus UTM does not need to know the concept of “PDU session” or “QoS flow”, but indicates the 5GS to e.g. keep the connectivity between UAV and UTM if authorization is revoked.
Another paper S2-2005667 updates the solution 5 with regard to the key issue 5 by complementing the information conveyed from UTM to UFES. If agreed, solution 5 is a comprehensive solution to address key issue 5.
Solution 18 merged in S2-2003798 and the additional updates shown in S2-2005667 also align with the principle in solution 5. The difference is to introduce a dedicated procedure for UTM to trigger the UAV authorization revocation.
Solution 2 shows no specific idea to address key issue 5. It just proposes a UAV architecture and needs further development.
Solution 16 also proposed no particular solution for key issue 5. It mainly addressed key issue “tacking of UAV” and probably the UAV location retrieved by UTM is the pre-condition for UAV authorization revocation. This aspect is covered by solution 5 and solution 18.
Solution 17 considers the aspect of key issue 5 on “re-authorization of UAV”. Paper S2-2005666 is updating the solution by resolving the FFS. Evaluation can be done in the next meeting when the solution is more stable.
Solution 19 discussed the scenario for switch of the UAV control from a first controller to another controller. It proposes these parameters sent from the UTM to 5GS: cause (UAV control switched), UAV ID, UAS ID, PDU session ID. The solution has a tight dependency on the conclusion of key issue 6, thus it is suggested to evaluate the solution key issue 6 conclusion/principle is reached. Nevertheless, this solution aims for a particular scenario, and will not contradicts to the solution 5.
To summary, solution 5 and solution 18 address the key issue 5 and should be chosen as conclusion for key issue 5.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.754.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc44584221][bookmark: _Toc44584072][bookmark: _Toc43193048][bookmark: _Toc43132136][bookmark: _Toc31037030][bookmark: _Toc31035885][bookmark: _Toc30008184][bookmark: _Toc28869885][bookmark: _Toc510607505]7	Evaluation
Editor's note:	This clause will provide a general evaluation of the solutions.
7.x	Evaluations on key issue 5
Evaluation of all solutions addressing key issue 5 in the TR is as following:
Solution 5 updated in S2-2003798 captures the solution addressing key issue 5 from the (original) solution #6, #7. It was discussed during the pre-meeting call and there is a consensus UTM does not need to know the concept of “PDU session” or “QoS flow”, but indicates the 5GS to e.g. keep the connectivity between UAV and UTM if authorization is revoked.
Another paper S2-200xxxx updates the solution 5 with regard to the key issue 5 by complementing the information conveyed from UTM to UFES. If agreed, solution 5 is a comprehensive solution to address key issue 5.
Solution 18 merged in S2-2003798 and the additional updates shown in S2-200xxxx also align with the principle in solution 5. The difference is to introduce a dedicated procedure for UTM to trigger the UAV authorization revocation.
Solution 2 shows no specific idea to address key issue 5. It just proposes a UAV architecture and needs further development.
Solution 16 also proposed no particular solution for key issue 5. It mainly addressed key issue “tacking of UAV” and probably the UAV location retrieved by UTM is the pre-condition for UAV authorization revocation. This aspect is covered by solution 5 and solution 18.
Solution 19 discussed the scenario for switch of the UAV control from a first controller to another controller. It proposes these parameters sent from the UTM to 5GS: cause (UAV control switched), UAV ID, UAS ID, PDU session ID. The solution has a tight dependency on the conclusion of key issue 6, thus it is suggested to evaluate the solution key issue 6 conclusion/principle is reached. Nevertheless, this solution aims for a particular scenario, and will not contradicts to the solution 5.
* * * * Second change * * * *
[bookmark: _Toc44584222][bookmark: _Toc44584073][bookmark: _Toc43193049][bookmark: _Toc43132137][bookmark: _Toc31037031][bookmark: _Toc31035886][bookmark: _Toc30008185][bookmark: _Toc28869886][bookmark: _Toc510607506]8	Conclusions
Editor's note:	This clause will capture conclusions from the study.
8.x	Interim conclusion on key issue 5
Solution 5 and solution 18 are concluded for the normative work for key issue 5.
* * * * End of changes * * * *
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